
 
Winter 2026           

Newsletter 

Hours of Operation 
  Monday-Thursday, 9am-5pm 

Friday, 6:30am-5pm  

 

75th Annual Meeting 
 
 

It’s our 75th Annual Meeting/Dinner &  
Doernbecher Auction.  Tickets will go on sale in February for $30 each 
(CU members).  We could sell out...so don’t delay getting your tickets!  

This event will be held at Club Green Meadows located at 7703 NE 
72nd Ave Vancouver on the evening of Saturday, March 21, 2026.  Bring 

on the bell-bottoms, mini-skirts, & gogo boots. Come dressed in your 
best 70’s attire.  There will be prizes for the best dressed.     

 

New Auto Loan Special: 
 

5.49% for 60 Months 
5.74% for 72 Months 

 

*Restrictions may apply*   
Offer valid on approved credit only.  
Special rates expires 1/31/2026. 
New vehicles up to 2 years old are still        
considered new that have never been licensed. 
Rates only apply to brand new automobile 
loans. This special is subject to end at any   
given time prior to the expiration date if 
deemed necessary by the credit union.  

Holiday Closures 
Monday, January 1st, 2026 

New Year’s Day 
 

 Monday, January 19th, 2026  
Martin Luther King, Jr. Day 

 
Monday, February 16th, 2026 

Presidents’ Day 

Our Notary’s 

Suzi Davis 

Travis Anson 



 

 

Question! 
What is a phishing scam and how 

can we protect our organization and  
employees?  

Longshoremen’s Local 4 Federal Credit Union Privacy Policy 
  

The protection of our member’s privacy and the safekeeping of confidential information is of the utmost concern to the  
Credit Union. 
  
It is the Credit Union’s intent to comply with all applicable laws and regulations concerning the treatment of both  
member and non-member information, and educate our members as to their privacy rights under law.  This policy    
outlines the purposes for which member information will be collected and released outside of the Credit Union. 
  
Information Collected 
  
The Credit Union will only collect that information necessary to establish an on-going relationship with members and 
joint account holders. Information on an individual member may be collected from a variety of sources, including but 
not limited to, the member’s signature card, loan application and credit bureaus.  Furthermore, the Credit Union will 
take reasonable precautions to protect the accuracy and reliability of member information. 
  
Information Shared with Affiliates and Third Parties 
  
The Credit Union will not sell nonpublic personal information on its members to any third party. The Credit Union may 
disclose  nonpublic personal information about an individual member or members with member consent, in order to 
effect a transaction, to protect the Credit Union’s interest, or for other purposes permitted by the law and regulation. 
  
Third Party Privacy Standards 
  
The Credit Union will only disclose nonpublic personal information about its members to affiliates and confidentiality 
of member information, and who have adopted privacy policies comparable to those adopted by the Credit Union. 
  
Security and Confidentiality 
  
As a part of the Credit Union’s commitment to protect the confidentiality of member account information, the Credit 
Union will establish  procedures for periodically training staff on the importance of member privacy and the Credit  
Union’s privacy.  Staff will only be permitted to access members account information when necessary for business  
reasons. Finally, the Credit Union will establish appropriate security standards to protect against unauthorized access to 
member information. 
  
Availability of Policy  
 
The Credit Union is proud of it’s commitment to member confidentiality and will make this policy available to any 
 consumer requesting it. 

 
ANSWER: 
 
Phishing is a scam in which the attacker pretends to be a trusted person or company and uses electronic 
means such as emails, texts, or phone calls to steal information. Specifically, the attacker tries to trick 
you into handing over sensitive information like usernames, passwords, payroll data, banking information, 
and customer data. They often encourage you to click a link, download an attachment, or provide           
information—sometimes by mimicking legitimate emails you would expect to receive. A successful  
phishing attack can be costly, in terms of both finances and your company’s reputation.  

 


